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1. Overall Description:

CT3 was investigating how to extend the Nsmf_EventExposure and Nnef_EventExposure services with the requirements in the "Information flow for downlink data delivery status" in subclause 4.15.3.2.5 of TS 23.502. This flow includes the following steps:
1.
AF sends Nnef_EventExposure_Subscribe Request to NEF requesting data delivery status. The IP Filter information is included in the message to identify the IP PDU traffic or the Ethernet packet filter. The Downlink delivery status events include:

-
Downlink Packet(s) in extended buffering event, including Extended Buffering time.

-
This event is triggered every time a new downlink data packet is buffered with extended buffering matching the IP filter information.

-
the SMF provides the Extended Buffering time as determined in clause 4.2.3.3.

-
Downlink Packet(s) discarded.

- This event occurs when Extended Buffering time, as determined in clause 4.2.3.3, expires.

-
Downlink Packet(s) transmitted.

-
This event occurs when the UE becomes CM-CONNECTED, and buffered data can be delivered to UE as per clause 4.2.3.3.

2.
NEF sends the Npcf_EventExposure_Subscribe Request to PCF. IP Filter information, monitoring event received from step 1 are included in the message.

3.
PCF sends the Nsmf_EventExposure_Subscribe Request message to the SMF which serves the PDU Session relevant to the IP Filter information and includes the notification endpoint of NEF.

…
7.
The SMF detects a change in Downlink Delivery Status event as described in clause 4.2.3.

8.
The SMF sends the Nsmf_EventExposure_Notify with Downlink Delivery Status event message to NEF

9.
The NEF sends Nnef_EventExposure_Notify with Downlink Delivery Status event message to AF.

CT3 has the following related questions:
a. How does the SMF detect the downlink delivery status in step 7? (CT3 had problems identifying the relevant information in the quoted subclause 4.2.3.) Does the SMF make that determination based on information on the UE status or based on information obtained from the UPF?

b. Is any traffic filter information included in step 3?
c. If so, is there a need to install any traffic filters for traffic detection in the UPF in step 3?

d. If so, how would such filters interact with packet filters derived by the SMF from PCC rules obtained via the Npcf_SMPolicyControl service?
e. Can multiple traffic filters be supplied in steps 1 and 2?

f. If so, is there a need to identify the related flows in step 8?
g. Can ethernet traffic filters be supplied in steps 1 and 2 (despite the term IP filters)?

CT3 was also discussing the
"NEF service operations information flow" in subclause 4.15.3.3 of TS 23.502. This flow includes the following steps:

1.
The AF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AF by sending Nnef_EventExposure_Subscribe request. 
…

The AF may also provides Traffic Descriptor (e.g. IP 3-tuples) information to support "Availability after DDN Failure" for multiple AFs case.

2.
[Conditional - depending on authorization in step 1] The NEF subscribes to received Event(s) (identified by Event ID) and provides the associated notification endpoint of the NEF to UDM by sending Nudm_EventExposure_Subscribe request….

3a.
[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the UDM sends the Namf_EventExposure_Subscribe to the AMF serving the requested user. …

3c.
[Conditional] If the requested event (e.g. "Availability after DDN Failure" with traffic descriptor) requires SMF assistance, then for existing PDU session(s) or during the PDU session establishement procedure, the UDM selects the SMF based on the Slice information, the DNN and/or the AF Service ID and sends the Nsmf_EventExposure_Subscribe with the event type “Availability after DDN Failure” and Traffic Descriptor to the SMF(s) serving the requested user. As the UDM itself is not the Event Receiving NF, the UDM shall provide the AMF’s notification endpoint information, i.e., Notification Target Address (+ Notification Correlation Id). Each notification endpoint is associated with the related (set of) Event ID(s). 
…

6e.
[Conditional - depending on the Event] When the SMF is informed that the UE is unreachable, the SMF interacts with the UPF to remove the buffered packets and requests the UPF to report the traffic information (e.g. Source IP address, Source port number) of the discarded packets. By comparing the traffic information reported by the UPF with the Traffic Descriptor(s) received in the event subscription(s), the SMF determines whether any traffic from an AF having a event subscription occured and if so, the SMF sends the event report, by means of Nsmf_EventExposure_Notify message (including NEF reference ID), to the AMF indicated as notification endpoint. If the UE is not reachable after the AMF received the notification from the SMF, the AMF shall set a Notify-on-available-after-DDN-failure flag corresponding to the NEF Reference ID.

6f.
[Conditional] The AMF detects the UE is reachable and sends the event report based on the Notify-on-available-after-DDN-failure flag, by means of Namf_EventExposure_Notify message, only to the NEF indicated as notification endpoint. In this way, only the AF(s) for which DL traffic transmission failed are notified.

CT3 has the following related questions and comments:

h. Can the traffic descriptor in steps 1 and 3c also be of Ethernet type, and can there be multiple traffic descriptors?

i. Is the traffic descriptor transferred in step 2 (the Nudm_EventExposure_Subscribe service operation seems to require an extension)?

j. In step 3c, is the "Downlink delivery status" event with status "discarded" suitable instead of the separate event "Availability after DDN Failure"? (The agreed stage 3 procedures so far take that assumption and make the special event detection procedures in step 6e dependent on the presence of the traffic descriptor.)
2. Actions:

To SA2 group.

ACTION: 
CT3 asks SA2 to kindly answer the above questions and to consider clarifying their specifications in that respect.
3. Date of Next CT3 Meetings:
CT3 Meeting #103
13th May – 17th May 2019
Reno, US
CT3 Meeting #105
26th August – 30th August 2019
Wroclaw, Poland
